RJMSTRATEGY GROUP
PLAN. PREPARE. PROTECT.
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PHYSICAL SECURITY AUDIT AND
VULNERABILITY ASSESSMENT

(IN PERSON OR VIRTUAL)

In scheduling a Physical Security Audit and Vulnerability Assessment, the RJM Strategy
Group Team evaluates current security practices, use of cameras/technology, and applies
the CPTED (Crime Prevention Through Environmental Design) principles both outside as
well as inside the facility. RUJM Strategy Group will review and create Policy at the client’s
request along with a comprehensive Vulnerability Assessment. Interviews of a cross section
of employees are conducted to tap into their knowledge of the workplace and help identify
security gaps. This team is comprised of the former Director of Security of a Fortune 500
company, 30-year veteran of law enforcement and a former Chief of Police. Subject matter
experts are on staff for job specific needs such School Resource Officers (SRO),
Cybersecurity/IT threat experts as well as Al Analytics specialists.

A separate report with findings will be presented to the client in addition to a walk-through of
the facility conducted to explain RJM Strategy Group’s rationale highlighting "Must Do,
Should Do and Nice to Do" category findings.

TAMBIEN TEMENOS INSTRUCTORES DE ESPANOL.
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